ISSN 2786-9385 (print), ISSN 2786-9393 (online)

YOK 004.8:351.86(477)"20"
DOI https://doi.org/10.32782/2786-9385/2025-6-14

WTYYHUNA IHTENEKT I HAUIOHAJIbHA BE3MEKA:
AHANI3 B3AEMOBNMJINBY

Xoma HaTtania MuxauniBHa,

AOKTOP MOMITUYHUX HayK, npodecop,

npodecop kadeapw NONITONOrii Ta MiXKHAPOAHMX BiAHOCKH
HauioHanbHOro yHiBepcuteTy «JlbBiBCbKa MONITEXHIKA»
ORCID ID: 0000-0002-2507-5741

Scopus-Author ID: 57224475851

Researcher ID: AAX-4615-2021

Y crarTi gocnigxeHo B3aemoBriime LI Ta cgpepu HauioHasbHOI 6e3reku. ApryMeHToBaHo,
wo LI 3aaTeH K NOCUMAUTU CTiMKICTb 6€3rMeKOBUX CUCTEM, TaK | CTBOPUTU HOBI BUKJINKN A5
HUX. Big3Ha4yeHo, L0 3arpo3un A/18 HalioHasibHOI 6e3rNeKu reHepyTb 3annTu AepxaBn h iHLINX
3auikaBneHnx 3KTOpiB Ha TEXHOJOrYHI PilUeHHS] MaLUMHHOIO iHTENeKTy. [1ocTaBAeHO 3aBAaHHS
3’acyBatun: 1) sk LI Ha cy4acHOMY eTari /Mioro po3BUTKY C/Iyrye b6esnekoBum UinsM; 2) sk LUI
MOXXE MigpnBaTy HauioHasbHy 6e3reKy; 3) SK Cy4yacHi Aep)xaBu nigxoasTb A0 BUKopucraHHs LT
y cepi HalioHanbHOI be3neku.

Po3rnsa B3aemo3B’sa3Ky LI Ta HauioHanbHoOI 6e3rneku gaB 3Mory 3pobuTtit BUCHOBOK r1po ¢op-
MyBaHHSI HOBOI napagnrmm 6e3reKoBOro MUC/IEHHS, y SKiM LI mocTynoBo CTa€e crpateridyHuMm
YUHHNKOM. ABTOPKAa AOBOAUTD, LLIO MOX/INBOCTI MALUMHHOIO IHTENEKTY 34aTHi MOCUINTU CTINKICTb
AepxxaBu y cihepax 060poHM, po3BiaKku, Kibepbesreku, ynpasaiHHS KpU3amMm, 3axXucTy KpUTUYHOI
IHGpacTpyKTypu Ta iH. BUCOKUI piBeHb aBToOMatn3alii, aHanituku v aganTuBHOCTI, IpUTaMaHHuA
LI, cyTTEBO pO3LUNPIOE IHCTPYMEHTAPIN 3abe3rneueHHs1 HalioHalbHOI 6e3nekn. BogHovac aBTopKka
3BEPHY/a yBary, Lo CTPIMKNI | HEAOCTaTHbO KOHTPOJIbOBaHUI pO3BUTOK LLII MOXE CTBOPUTH HOBI
6e3neKkoBi 3arpo3un. HarosoweHo Ha 3p0OCTaHHIi pU3NKIB Toro, o LLI-TexXHOA0rii MOXYTb BUATH 3a
MeXi Aep)aBHOro yrnpasJiHHS abo noTpanuTv rig KOHTPOJIb HEAPYXHiX aKkTopiB. [ligkpecnieHo,
Lo noJsiitnka y cgepi HauioHasbHOI 6e3neku Mae cripsiMoByBaTv po3BUTOK LU y KOHCTPYyKTHB-
HOMy HanpsiMi, ye 3abe3ne4ynTb 6asaHC MiXK iHHOBAUVIHICTIO M KOHTPOJIEM. YKa3aHO Ha BaXJiu-
BiCTb: 1) yXBa/leHHsI HOPMaTUBHO-IPaBoBOi 6a3un pyHKUioHyBaHHS LI y chepax, Lo CTaHOB/ISITh
CTpaTeriyHni iIHTepec A8 Aep)XaBu,; 2) CTBOPEHHS IHCTUTYLIMIHOrO cepeaoBuLLa A/151 MOHITOPUHTY
iHTerpauyii LI y ceepy HalioHanbHOI 6e3neku.

Knrouosi cnoBa: wty4Huii iHTenekT (LUI), ungposa TpaHchopmadis, iHopmaLliriHoO-KOMYHi-
KauiviHi TexHos0rii, HauyioHanbHa 6e3rneka, HauioHasbHa 6e3rnexka Ta 060poHO34aTHICTb YKpaiHu.

Khoma N. M. Artificial Intelligence and National Security: Analysis of Mutual
Influence

This article examines the interplay between AI and national security. It argues that AI can
both strengthen the stability of security systems and create new challenges for them. It is
also noted that threats to national security generate demand from states and other interested
parties for technological solutions based on machine intelligence. The following three tasks are
set: (1) determining how AI serves security purposes at its current stage of development; (2)
identifying how AI can undermine national security; (3) examining how modern states approach
the use of Al in national security.

Examining the connection between AI and national security reveals that a new security
mindset is emerging, in which Al is gradually becoming a strategic factor. The author argues
that machine intelligence can strengthen the state's resilience in areas such as defence,
intelligence, cybersecurity, crisis management and critical infrastructure protection. The high
level of automation, analytics, and adaptability inherent in Al significantly expands the range
of tools available for ensuring national security. However, the author notes that the rapid
and insufficiently controlled development of AI may create new security threats. She emphasises
the growing risk that AI technologies may exceed the scope of state control or fall under
the control of hostile actors. The importance of national security policy guiding the constructive
development of Al was stressed, as this will ensure a balance between innovation and control.
The importance of the following is emphasised: (1) the adoption of a regulatory framework for
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Al in areas of strategic interest to the state, and (2) the creation of an institutional environment
for monitoring the integration of Al into the sphere of national security.

Key words: artificial intelligence (AI), digital transformation, information and communication
technologies, national security, Ukraine's national security and defence capabilities.

AKTyasibHICTb AOoCNiA>XeHHA. Yy
Cy4YaCHOMY CBIiTi, WO XapaKTepu3yeTbCsA
BOAHOYAC CTPIMKUM TEXHOJTOMNYHUM PO3BU-
TKOM Ta 3pOCTaHHAM rnobanbHUX 3arpos,
WTy4YHUn iHTenekT (WI) wobinbwe Bnau-
Ba€ Ha BCi cdepu, 30KpeMa M Ha Hauio-
HanbHy 6e3neky. Po3pobneHHs Ta BMpo-
BaAXXEHHSI HOBITHIX TEXHOJ0rMN AOKOPIHHO
3MIHIOE aHanisz paHux, Kibepbesneky,
OXOPOHY KOPAOHIB, CUCTEMWU MNPUNHATTA
CTpaTeriyHMx pileHb, MeToaAu BeleHHS
BilHW, pO3BiAKY, NpoTUAID Ae3iHdopMauii
i T. iH. 3 ogHoro 6oky, LI BiakpnBaE HOBI
MOXJ/IMBOCTI ANna edeKTUBHOro 3axucty
iHTepeciB gepxaBu Ta ii rpoMagdH, one-
paTUMBHOIO pearyBaHHA Ha 3arpos3u, nia-
BULLLEHHS TOYHOCTI NPOrHO3yBaHHA N aHa-
NITUKU. 3 IHWOro — CTBOPKE HOBI BUKITUKN
Ta pU3MKU, MNOB'A3aHI 3 HEKOHTPO/IbOBAHUM
BUKOPUCTAHHSAM TEXHOJO0r i, aBTOHOMHUMU
036po€eHHAMU, KibepaTakaMu Ta NOTeEHLiN-
HUM MOPYLUEHHSAM MpaB JIIOANHMU.

OcobnunBoi akTyanbHOCTI TeMa B3a-
emoBnamey LUI Ta HauioHanbHOi 6e3neku
HabyBa€ B yMoBax rnobanbHoi HecTabinb-
HOCTI, ribpnaHmnx KOHMNIKTIB Ta iHpopMa-
LiMHOI BIMHW, KONW TEXHOOrYHa nepesara
CTA€E OAHMUM i3 K/IIOYOBMX YMHHUKIB HaLiO-
HanbHOi 6e3nekn. YKpaiHa K AepXkaBsa,
Wwo @YHKUIOHYE B YMOBax KOMMEKCY
HaA3BMYaMHMX BWKNKKIB, CTOITb nepen
3aBAaHHAM e(MEeKTUBHOIr0 BUKOPUCTAHHSA
noTeHuiany LWI gna 3axucty HauioHasnb-
HUX iHTepeciB. LWobinblwe, BinHa cTBOpUAaA
Taki ymMoBM, Konu 6arato TeXHONOrYHUX
piweHb MOXyTb 6yTn ogpasy anpoboBaHi
B YMOBax peasibHUX cuTyauin.

TakuM 4YMHOM, AOCNIAXEHHS B3aEMOBM-
nvBy LI Ta HauioHanbHOi 6e3nekn Heob-
XiAHe ANs pO3YyMiHHS, K MAWWHHUA iHTe-
NeKT MOXHa BWKOpUCTATM B iHTepecax
Aep>xaBu Ta 1i rpoMagsaH i BoAgHoYac — §K
MOXHa 3anobirtu AecTpyKTUBHOMY MOro
3actocyBaHH. HuHi WI wobinbwe TicHO
NOB’A3YI0Tb i3 HauUiOHanbHOKW 6e3neKkoto
3 no3uuii ix B3aemoBnauey: 1) LI moxe
3MiLHIOBaTM abo X nigpneBaTty HaUiOHaNbHY
b6e3neky; 2) anepkaBHa nonituka y cdepi
HauioHanbHOiI 6e3nekn Moxe ChpuUsTH

KOHCTPYKTMBHIN poni LI Ta MiHiMi3yBaTn
PU3UKWN, 3yMOB/IEHI MAWWMHHUM iHTE/IEKTOM.

MerTa craTTi - 3'9CcyBaTn XapaKkTrep B3a-
emoBnamey LI Ta cdepn HauioOHanNbHOI
6e3nekun. 3a HaLWOW rinoTe3ol, 3 04HOro
6oky, LI BninBaEe Ha nigBULLEHHSA CTin-
KOCTi 6e3nekoBux cnuctem abo x, HaBnNakw,
CTBOPIOE HOBi BUKNNKWN ANSA HUX. 3 iHWOro
60Ky, 3arpo3u y cdepi HauioHanbHoI 6e3-
NEeKN reHepyTb 3anuUT AepXaBu Ta iHWKX
3alikaBfeHMX AKTOpiB Ha TEXHONOTiYHi
pilleHHs, peanizauiga SKMX MOX/uBa came
3aBasaku LI, TobTo NpunycKaeMo HasiB-
HiCTb B3aemosrnney LUI Ta chepun Hauio-
HanbHOi 6e3nekn. Lle BuMarae po3srnaay
3B'A3KiB, B3AEMO3aNIeXHOCTEN, 3BOPOT-
HOrO 3B'A3KYy MiX Cy4YaCHUMU TexXHONori-
AMM Ta cdepolo HauioHanbHOI 6e3neku
B YMOBaX HUHILLHIX BUK/UKIB.

dns pOCArHeHHS Ui€l METU HaMK NOCTaB-
NeHo 3aBAaHHA 3'dcysBatu: 1) gk WI Ha
Cy4YaCHOMY eTani Moro po3BUTKY CIYrye
LinsaM HauioHanbHoOi 6e3neku; 2) gk LI
MOXe nigpuBaTWU HauioHanbHy 6e3neky
B UiNOMy abo X okpeMi Buaun 6esneku
B CUCTeMi HauioHanbHoOi 6e3nekun; 3) 4K
AepXxaBa, BUKOHYOUM dyHKUi0 3abe3ne-
YyeHHS HauioHanbHOI 6e3nekun, NiaxoaunTb
A0 BUKOpUCTaHHg LWI, noro yHopMyBaHHS,
Aianory 3 TeXHOJIOMNYHMMKW KOMMaHIAMK-
po3pobHMKamu i T. iH. Baxxnmeo 3’sacyBaTy,
HaCKiflbKW HWHi CU/IbHUM € B3aEMOBIMJIMB
LI Ta HauioHanbHy 6e3neKky, a TaKoXx
AKUMU MOXYTb 6yTW Hacnigkn (KOHCTpPyK-
TUBHI Ta AeCTPYKTUBHI) Bi4 Takoro B3a-
€EMOBMINBY.

AHanis OCTaHHIX Aocnif)XeHb
i ny6nikauin. KinbkicTb gocnigXeHb nNpo-
6nematnkn LI B Mexax couiasibHUX HaykK
CTPiMKO 3poCTa€, Npo wo ceigunTb 6i6ni-
OMeTpuyHMin aHaniz [16]. UboMmy cnpwu-
A0Tb 3POCTaHHA 6e3neKoBUX BUKIIUKIB
i BOAHOYAC MPUCKOPEHHA TEXHOMOrYHOro
nocTyny. Ha nepeTuHi uMx npouecie BUSAB-
NATbCS HOBI Npob6/1eMnN Ta MOXIIUMBOCTI iX
pO3B’siI3aHHS, SKi N CTaloTb 06'eKTaMn Mix-
AVCUMNTIHAPHOIO BUBYEHHS.

OcTaHHIM YacoM akTuBizyBanocs obro-
BOpeHHA, 4K LWI Moxe BMIMHYTM Ha
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HauioHanbHy 6e3neky B Hanmbnmxudin
Ta OBroCcTpoKoOBin nepcnekTusi. Li ancky-
Cii BigbyBaloTbCs, HanMnepLie, Ha T/i 3aro-
CTpeHHSA KOHKYypeHUii Mk CLLUA Tta Knutaem
3a TeXHOJI0riYyHe NiaepcTBo.

I. AnneH i T. YaH [oBenu HasiBHICTb
TpaHcdhopMauinHoro noteHuiany WI ansa
HauioHanbHOI 6e3nekn [9]. M. Packa,
K. XXuck Ta I. Bayepc pocnignnu Bname
peBONUINHMX TEXHOOrN YeTBepToi npo-
MMUCNOBOI peBOSOUIl Ha BINCbKOBI iHHO-
BaUii Ta 3acTocyBaHHA cwiun. JocnigHUKu
3anponoHyBaan aBTOPCbKMW  MPOrHoO3,
akun sname LI, poboToTexHika, HaHOTeX-
HONOrIT i T. iH. MOXYTb MaTWU Ha MaNbyTHI
KOoHpNikTK [17]. Takox M. Packa y cnis-
asTopcTtei 3 P.A. bBiTuiHrepom gocnignnm
ponb WI ans o60pOHHMX iHHOBaUiM [18].

Hu3ka BITYM3HAHUX YUEHUX i3 PiI3HUX
ranysen 3HaHHA (NoniTM4Ha Hayka, eKo-
HOMiYyHa 6e3neka, Aep>XaBHe YyMpaBsiHHSA,
npaBo Ta iH.) PO3rNsaHY/IN 3HAYEHHS
MALLUWMHHOIO iHTEeNEeKTY B KOHTEKCTi iHHOBa-
LiMHMX nigxoAdiB Ao 3abe3neyeHHs Hauio-
HanbHoi 6e3nekun. Tak, C. binoyc, J1. Camo-
nneHko Ta J1. baHayHKo [1] akueHTyBanm
Ha 3HayeHHi LI Ta iHWWX HOBITHIX TEXHO-
NOriYyHUX NigxoAiB ANs 3MiLHEHHS CTiIMKOCTI
YKpalHu B yMOBax Cy4YaCHUX BUKJIUKIB.

TemaTnka € y oKycCi yBarn ropman4yHoi
Haykun. Tak, H. MNMauypia [5] BmBYae npa-
BOBi Npo61eMn BNpoBagXXEHHS TEXHOIONIN
WII B 3abe3neyeHHA HauioHanbHOI 6e3-
nekun. JlocnigHnua cnyLwHo Big3Ha4vae Bia-
CYTHICTb B YKpalHi AOKYMeHTa Ha 3pa3okK
Crparterii po3sutky LI y cdepi 3abesne-
YeHHS HauioHanbHOI 6e3nekn Ta obopo-
HO34AaTHOCTI YKpaiHM nonpu yxBaNleHHS
we HanpukiHui 2020 p. KoHuenuii pos-
BUTKY LUTYYHOro iHTeNeKTy B YKpaiHi [6].
3ayBa)kuMo, WO Bi4 4Yacy yxBalleHHA 3ra-
[AHOI KoHUenuii nuwe 3aTeBepaXyBasncs
nnaHun 3axodiB 3 ii peanizauii (Ha 2021-
2024, 2025-2026 pp.), peopraHizoBaHo
IHCTUTYT npobnemMm LWTYy4YHOro iHTeneKTy
i nog. CboroaHi BIACYTHE HauioHanbHe
3aKOHOAABCTBO, fKe 6 yperynboByBasno
3actocyBaHHa I y coepi 3abesneyeHHs
HauioHanbHOiI 6e3nekn Ta o06OpOHO3aAT-
HOCTI YKpaiHM §K nig 4ac BOEHHOMO CTaHy,
TakK i HA MOBOEHHOMY eTani.

Y pocnigxeHHi [1. 'pebeHtoka [2] po3-
rnsHyTo npobnemu npaBOBOro perynio-
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BaHHSA 3acTtocyBaHHA LUI y cdepi Hauio-
HanbHOI 6e3nekun. CNyLWHO Big3HAYEHO, WO
NpaBoBi CUCTEMU HEe BCTUraloTb aganTyBa-
TUCA [0 CTPIMKOrO PO3BUTKY TEXHOOrin
LI, wo CTBOPIOE BUKINKKN Yy cdepi pery-
NIIOBAHHS BWKOPUCTaHHA [JaHoOro sBula
B KOHTEKCTI HauioHanbHoi 6e3nekwu.

Monpw AOBONI LULMPOKUIN CNEKTP HAABHUX
aocnigxeHb, B3aemosnaueu LI Ta chepun
HauioHanbHOI 6e3nekn 3 no3uuii NoNiTnY-
HOI HAYKM NuLe po3nOYMHaTbCA.

Buknapa OCHOBHOIO MaTepiany
pocnipgxeHHs. Ponb WI y cncrteMi 3abes-
neyYyeHHs HauioHanbHOI 6e3neKn HEBMUHHO
3pocTa€E. Lle nOoACHIETbCA NPONO3ULIED
HOBUX METOAIB BUSAB/IEHHS Ta MNPOrHO3y-
BaHHS 3arpo3, 6inbw edekTnBHUX Ta one-
paTUBHUX IHCTPYMEHTIB NpoTUAii pi3HOMa-
HITHUM BUKNMKaM i T. iH. LI aBTOMaTuaye
npouecu, WBNAKO Ta TOYHO aHani3ye AaHi,
0bpobnsie Benuki MacuBW  PiI3HOPIAHUX
JaHuX. 3acrtocyBaHHA LWI «pae 3Mory
BAOCKOHANOBATU MpPoOLECU MOHITOPUHTY
Ta aHaniTMku, wo 3abesnevye nigsuLleHy
FOTOBHICTb A0 MNOTEHUINHUX pU3UKIB»
[2, c. 125]. OaHak MaWWHHWUIA HTENeKT
MOXe 4K 3MiyHioBaTM 6e3neky aepxxasw,
TakK i CTBOpPKOBATM HOBIi CKJIaA4HI 3arposu.
Ona cy6’exkTiB, BianosiganbHMX 3a cdepy
HauioHanbHOI 6e3neku, BaXJIMBO Bpa-
XyBaTWU 9K MO3UTUBHI, TaK i HeraTtusHi
acnekTun 3acrtocyBaHHsa LUI.

MoTeHuian snnuey LI Ha HauioHanbHYy
6e3neKky @ikcyeTbcs y HM3LiI chep. 3Bep-
HEMO yBary Ha OCHOBHi.

1. BincbkoBi TexHosiorii Ta 060pOHa.
LI nepeocMucnoe TpaauuinHi MeToam
BeleHHS BiMHW, a TaKoX cdepwn, e us
BiMHa BegeTbCs. Hacamnepepn cioau Hane-
»KaTb aBTOHOMHI cucteMm 036poeHHs (ACO)
Ha 3pa3oK ApoHiB, 6oMoBux poboTis. Ix
3aCTOCYBaHHSA He OOMeXYeTbCs nuue Bin-
CbKOBOI cepoto, 60 BOHM «aepani vac-
Tilwe BMPOBAAXYOTLCA Y NPUKOPAOHHOMY
KOHTPOMi, AiANIbHOCTIi NMPaBOOXOPOHHUX
OpraHiB, aHTUTEPOPUCTUYHUX onepauisx,
NiATPMMaHHI rPOMaaCbKOro nNopsaaky, cre-
YXEHHi 3a MacoBMMM 3axofamu Ta rpomMa-
CbKUMM 3ibpaHHaAMK» [4, c. 190]. MNonpwu
ymncneHHi nepesarn ACO (WBMAKICTb, TOY-
HICTb, MiHIMi3aLia NIOACLKMUX yTpaT i T. iH.),
CTaBUTbCA NMUTAHHA MpPo Te, WO X 3aCToCy-
BaHHS CYNpPOBOAXYETLCHA iICTOTHUMU OPU-
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OVYHUMU, E€TUYHUMU Ta TEXHOJIOMYHUMM
pu3nKaMmu.

LUT ycniwHO BUKOPUCTOBYETbLCA A/19 PO3-
BiAKW Ta aHani3ly AaHWX 3aBASAKU 34ATHOCTI
wBMako obpobutn Benuki obcarm iHdop-
Mauil, a oTxXe, BUABUTM 3arpo3n. lNpukna-
[aMWN € CYNYTHUKOBI 3HIMKMK, nepexornieHi
rneperosopu TOwWO. Po3BiAKa Ha OCHOBI
Bigkputnx paxepen (OSINT), niacuneHa
LI, cTae dpyHAaAMEeHTOM HauioHanbHOI 6e3-
nekn 6araTtbox aepxas. CyyacHi po3Bigku
TPaHCMOPMYIOTbCA  LWIAXOM 3BEPHEHHS
00 BioKpUTUX axepen, wBuakoi o6pobku
AaHUX Y peanbHOMY 4aci 3 BAKOPUCTAHHAM
LI, po3BUTKY NMapTHeEpPCTBa MiX AepXXaBoto
Ta MPUBATHUM CEKTOPOM (TEXHOOMYHUMM
KOMMaHismMn).

YKpalHCbKi TEXHOOrYHI KOMnNaHii
TakoXx BukopuctosytTb OSINT Ta LWI
NMpPOTU POCINCLKOI arpecii 4Nsa BiACTEXEHHS
BiCbKOBUX MepemMileHb, BUKPUTTS Ae3iH-
dopmauii i T. iH. WI-Mogeni obpobnsaoTb
306paxkeHHs i3 cynyTHUKIB abo ApoHiB ans
aBTOMATUYHOro po3ni3HaBaHHSA TUNIB Tex-
HiKW, BINCbKOBUX 06’EKTIB UM pyXy KOJIOH.
[aHi 3 OSINT-axepen i LUI-aHaniTMKKM iHTe-
rpytTbCSH Y BINCbKOBI CUCTEMM YNPaBiHHS,
Wo JornoMara€e BU3HAYUTU MNPIOPUTETHI
Uini, NigBULWUTU TOYHICTb apTUIEpPINCbKMNX
yAapis, 3abe3nevyroTb CUHXPOHi3aLuito Mix
nigpos3ainamu i T. iH.

Mig 4Yac poCiNCbKO-YKpPaiHCbKOT BiMHM
Bnepwe BigkpuTi paHi Ta LWI Bukopuc-
TOBYKOTbCA AN8 [AOKYMEHTYBAHHS BOEH-
HUX 3MI0UYMHIB Y PeXWMi peanbHOro yacy.
CyyacHi TexHonoril gatTb 3MOry onpa-
LbOBYBaTU CYMYTHWUKOBI 3HIMKW, KOHTEHT
couianbHUX Mepex Towo ansa 36opy Aoka-
3iB Ta MoAanblworo NMpUTArHEHHS BUHHUX
no BignosiganbHocTi. Osavul, Mantis
Analytics sk LWI-aHaniTMkKn BUKOPUCTOBY-
IOTbCA ANS WBWUAKOMO BUSABNEHHSA Ae3iH-
dopmauii Ta aHanizy Benukux obcaris
AaHnx [14]. Uen HanpsM akTuBi3oBaHWUMN
NPakTUYHO oApa3y Nicns novaTky MOBHO-
MacWTabHOro BTOPrHeHHS.

2. Kibeponepauii Ta iHpopmauyiriHa 6e3-
neka. 3HaveHH4a LI € KpUTUYHO Baxknu-
BMM, no3asik danbcudikoBaHi Bigeo/ayaio
(mindenkn) MOXyTb CNPUYNHUTK aecTabi-
nisauito, gnckpeauTadito figepis, NpoBoOKa-
uii Ta iH. Takox LUI-60Tn MOXYTb BNAMBATH
Ha BMbOpK, nowmnproBaTn AesiHdopmadito,

po3nantoBaTn couianbHi KOHMMIKTU, NOLWMK-
prOBaTWU MOBY BOPOXHeUi. Y LbOMY KOHTEK-
cTi ponb WI € gectpykTneHot0. OTXe, BUHU-
KA€E NUTAHHSA Npo Te, YN MOXHa NoTeHuian
LWLUT Bukopuctaty 3 NPOTUNIEXHOK METOH,
ANa  HeWTpanisauii CTBOpeHOro AecTpyk-
Tmey. O6pa3Ho kaxyuun, «LI npotn LUI».
BopoTucsa 3 gindernkamn, ctsopeHumu LI,
MOXHa came 3a gonomoroto LI [8].

Takox LI mMoxe 3acTtocoByBaTuca Ans
BUSBNIEHHSA YPa3/INBOCTEN B eHepreTUYHmX
cucteMax, TpaHcnopTi, 6aHkax, aeponop-
Tax, TeNeKOMYHikKauii, CUCTEMi OXOpPOHWU
300poB’a Ta iH., To6TO NaeTbCsa Npo 3Miu-
HEHHSI CTIMKOCTI KPUTUYHOI iH(MpaCcTpyK-
Typun. 3okpema, ENISA (AreHtctBo €C i3
Kibepbesnekun) y 3BiTi 3a 2024 p. [11]
pekoMeHaye iHTerpyBaTtn LUI-iHCTpyMeHTH
Yy CUCTEMM 3axXUCTYy KPUTUYHOI iHdpa-
CTPYKTYypu (0CObNMBO eHepreTuku, TpaH-
CNOpTY Ta OXOPOHM 3a0pos’d). o npu-
knagy, wob6 3anobirtm kibepatakaM Ha
cepBepu YKpaiHCbKUX OCBITHIX YCTaHOB,
LT moxe 3aiMCHIOBATU NOCTIMHUN MOHITO-
PUHI MepeXxeBoi iHpacTpyKTypu 3akna-
AiB OCBiTW i CBOEYacHO BuABNATU U 6no-
KyBaTu 3arpo3n. Cuctemm Ha ocHosi LI
Ta 06pobkn Big Data mMoxyTb po3ni3Ha-
BaTW MaTepHW aTaK i aHOMasibHy aKTuB-
HICTb, WO MOXe CBig4nTM npo cnpobu
HEeCaHKLUIiOHOBAHOIro AOCTyny A0 CUCTEM
[3]. BoaHoyac aTtaku Ha 6a3i MalWWMHHOro
IHTeNneKTy 34aTHi BUBOAUTWU 3 Nafy eHep-
reTU4YHi Ta TPaHCMOPTHI Mepexi, YuM nig-
puBaeTbCcs 6e3neka gepxaswu Ta il rpoma-
AsH. Huska KibepiHumMaeHTiB nopywyBsana
pob0OTy eHepreTMkun, TPaHCMopTy, aepo-
nopTiB, 3ani3Huub, nopTiB. [lpuknagom
€ aTaka y BepecHi 2025 p. Ha aMepuKaH-
cbkoro IT-nposangepa Collins Aerospace,
Ka Ha Kinbka AHIB 3ynNuWHWIA CUCTEMMU
peecTpauii B aeponopTtax €sponu.

LI Moxe nocunutu 6e3neky KpuTuy-
HOI iIH(pPACTPYKTypHn, BUKOPUCTOBYHOUMN
nepenoBi MexaHi3MM BUSABJIEHHA Ta pea-
ryBaHHs Ha 3arpo3n. CUCTeMn BUSBIEHHS
Ta 3anobiraHHA BTOPrHEeHHsIM Ha OCHOBI
LUI 3pmaTHi po3nisHaBatn i 3anobiraTtu
AECTPYKTUBHIN AiANbHOCTI, @ TakoX nepe-
xonsBaTtn cnpobu HecaHKUiOHOBAHOro
AocTtyny. Takox gocniagHnku [7] Bia3Hava-
toTb NnoTeHuian LI y 3abe3sneveHHi Kibep-
6e3nekn BiNCbKOBUX Mepex.
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3. be3rneKka Aep>XxaBHNUX IHCTUTYyUin. TyT
iAeTbCa nepenyciMm npo MNpPOrHO3yBaHHA
Kpu3 abo neBHUX MNOAiN, WO NiApUBalOTb
CTIMKICTb CUCTEMW HauiOHanbHOI 6e3neku.
AHanitTnka Ha ocHosi LT ponomarae nepen-
6aunTn couianbHi 3aBOPYLUEHHS, €KOHO-
MiUYHi MOTPSACIHHSA, 3arpo3un Tepopusmy [12].
Hanpuknag, WI MOXHa BUMKOPUCTOBYBATH
AN MPOrHO3yBaHHA TEpPOpPU3MY LUIAXOM
aHanizy MeTajaHuUX KOMYHikauin, iHdop-
Mauii Npo ¢iHaHCcoBI onepauii, akTUBHOCTI
Ha BebcTopiHkax. BennyesHi obcsarm oco-
6ucTtoi Ta npodecinHoi iHdopmauii, obpo-
6neHi LUI, MOXYyTb BUABUTK 3MiHK Yy MOoAe-
NAX nNoOBeAiHKM Ta B3aEMOAiaX nwaen,
MPOrHO3yBaHHA IXHbOI mnoBeaiHkn [13].
Y coepi 6e3nekn LII npautoe y Hanpsmi
BUSAB/IEHHSA BHYTPILWLHIX 3arpo3 y AepXas-
HUX THCTUTYUiAX. MaWwWHHUA  iHTenekT
34aTeH aHanisyBaTu nMoBeAiHKY CniBpo-
BiTHUKIB Aep>XXaBHUX OpraHiB, BUSBSIEHHS
TUX, XTO MOXe CriBnpautoBaT 3 BOPOroM.
Al-cucteMu curHanisyroTb Npo nigo3pini aii
npauiBHMKIB, WO MakTb AOCTyNn A0 Aep-
XX@BHOI 4N BINCbKOBOI TaeMHUUi. Cuctemu
BifeocnocTepexeHHda 3 LI BUKOPUCTOBY-
IOTbCA AJ19 3aXUCTy CcTpaTeriuyHux ob’exTis,
KOHTPOJIIO 3@ NEPUMETPOM Y pexunmi 24/7.
Takox LUI 3abe3sneuye 6ioMeTpUUHY cCuUC-
TeMy AOCTYny AO HU3KU AepXaBHUX yCTa-
HOB, W06 MiHIMi3yBaT pU3NKMN HECAHKLIO-
HOBAHOIO NMPOHUKHEHHS.

4. OX0OpOHa Aep>XaBHNX KOPAOHIB. Tex-
Honoria komn'totepHoro 3opy (Computer
Vision) ponomarae aBTOMaTU4YHOMY BiA-
CTEXEHHI0 MOTOKIiB Jitof4en, TpaHCnopT-
HMX 3acobiB, 3MiH y NoBeAdiHUi HA KOpAOHI
3aBASKM cucteMmi kamep. Lle cTocyeTbcs
AK TMYHKTIB MPOMNYyCKY Ha KOpAOHi, Tak
i nopTiB, 3ani3HKMUi i T. iH. Takox LI 3pa-
TeH 36upaTm Ta aHanisysatu iHdopmMa-
uito 3i couianbHUX Mepex, opymMmis, yaTiB
TOWO NpO NiArOTOBKY He3aKOHHUX nepe-
TUHIB, KOHTpabaHAay i T. iH.; npukKnagamm
€ EBPOMENCbKi NporpamMmm MOHITOPUHTY soft
intelligence.

MaWwmnHHNI  iHTEeNeKT  BUKOPUCTOBY-
€TbCA ANS iaeHTudikauii ocib, BUsSBIEHHS
KoHTpabaHan yepe3 kopaoHu [19]. Buko-
PUCTOBYETbLCA KoOMM'toTepHun 3ip (4ns
CkaHepiB 6araxy), SsKMN JA€E 3MOry oTpu-
MYBaTW KOPUCHY iHdOpMaUito i3 uudgpo-
BMX 306paxeHb abo Bigeo. Al aHanisye

peHTreH-306paxeHHs y nowykax 36poi,
HapKOTUKKIB, He3a4eK/1apoBaHOi rOTiBKOBOI
BasItOTW Ta BaHKIBCbKMX MeTanis i T. iH. LI
Moxe «bauuTtu» nigo3pini dopMn, HasiTb
NpUXoBaHi y nakyBaHHi. Lle UiHHIi B 6e3-
MeKoBOMY acneKTi TeXHonorii, AKi BUKO-
PUCTOBYIOTLCS HE JINWE Ha TPaHCMOPTHUX
ob’ekTax, a U B ypaaoBux i gmnaomMatny-
HUX YyCTaHoBax, CyAax, MicusiX MacoBMX
3axoaiB, penirinHnx Ta iCTOPUYHUX Micusax
TOLWO.

Takox LWI aBTOMaTWU4YHO MNOPIBHIOE
obnnuuya 3 6asamm  paHMx NacnopTis,
Bi3, «4YOPHUX CMUCKIiB», BUABNAE Cnpobu
BUKOpUCTATU  4yXi AokyMeHTU. Konun
naeTbCca nNpo BiAOGWUTKM nanbuiB, TO CeH-
cop 3 WI-anroputMaMm MNOpiBHIOKOTL BiA-
6uTtku i3 6a3oto gaHmx. OKpeMi aeponopTu
B CLLA, nepxasax Aszii, bnansbkoro Cxogay,
BMpOBaAWAN TeXHONOrio ipuaianbHoi (CiT-
KiBkOBOI) 6ioMeTpii. TakoX NpUKOPAOHHI
NYHKTW NOCNYrOBYKOTbLCS Pi3HUMU iHCTPY-
MeHTaMu Ha 6a3i WI, wob Buasnatn nia-
pobKy nacnopTiB, Bi30BUX €TUKETOK, 3asB-
AO03BOJIIB HA BMBE3EHHSA AiTel 3a KOpAoH,
AOKYMEHTIB, AKi Aal0Tb B YMOBaX BOEHHOIO
CTaHy NMpaBo Ha BMWI34 3a KOPAOH Ta iH.

[locarHeHHs B ranysi kamep 6e3neku 3i
WI TpaHcdopMyBann BUSABNEHHSA 3arpos
Y PeXuMi peanbHOro 4acy Ha niHii gep-
XXaBHOro KopAaoHy. Lli cucrtemun iHTerpyroTb
MalWMHHE HaB4YaHHA Ta KOMMN'IOTEPHUIN 3ip
ONs BUABJIEHHS Nig03pifiol noBeaiHKK, Big-
CTEeXEeHHHA HeCaHKUiOHOBAHOro AoCTyny
Ta MUTTEBOro HaACW/IAHHSA CMNOBIilWeHb A0
LEeHTPIiB NPUNHATTS pilleHb.

Al ana ApoHiB i aBTOHOMHMX naTpy-
niB HWHIi Mae ocobnmBe 3HAYeHHS 414
NaTpy/tOBaHHA  BaXKOAOCTYMHUX  Ains-
HOK KOpAOHY Ta nepegadi BiAeonoToKy
ANs aBToMaTU4HOro adanisy. [ocTinHum
MOHITOPUHI BENNKUX AINTAHOK MOX/IMBUMN
6e3 3a5yyeHHs BeNMKOI KiNbKOCTi noaen
Ta 3 BULLOK TOYHICTIO. Lle niaBnwye edek-
TUBHICTb OXOPOHU KOPAOHY. HUHI Le ayxe
BaX/IMBO, 0CO6/IMBO ANS AepXaB, sKi Mex-
YIOTb i3 AepXXaBaMun-arpecopamMmm 4m ixHimm
colo3HMKamMun. [o npuknagy, PpileHHs
Yy UbOMY HanpsMi MpornoHye i3painbCbka
koMnaHia Mer Group [10]. WI Bukopwuc-
TOBYETLCA ANA Knacudikauii NpuKopaOH-
HUX IHUMAEHTIB Y peXuMi peasnbHOro vacy
Ta 3axXUCTy MPUKOPAOHHUX MepUMETPIB.
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TexHonorii cnoctepexeHHs (ONTUYHI CcuC-
TemMun, pagapw, AaTYMKKU TOLWO) po3ropTa-
IOTbCA B340BX KOPAOHIB, iA€HTUMIKYIOTb
Ta BiacCTexXyTb 6yab-akuii pyx i nepe-
JaloTb  AaHi  6e3nocepenHbO  anropuT-
MaM MaLWIMHHOIO HaBYaHHSA, SKi iHTerpo-
BaHi B HaUiOHaNbHWM LEHTP YynpasliHHSA
Ta KOHTPOJI10 NPUKOPAOHHOIO 3aXMUCTy.

Mwn BKasanu nuwe Ha Kifibka Hanpsamis
Yy CUCTeMi HauioHanbHoi 6e3neku, ae ponb
WI nocunioetbea. [lo3a Mexamum 3anu-
weHo 6io- Ta caHiTapHO-enigeMionoriyny,
€KOJIOriYHY, TexXHOreHHy, eHepreTuyHy
Ta iHWi Bnanm 6e3nekn. BopgHouac noaii
aoskona naHaemii COVID-19, 6nekayTis
Ha 3anopi3bkin AEC, uncneHHUX Hacnig-
KiB KNiMatn4yHux 3MiH, DDoS-aTtak i T. iH.
OEeMOHCTpYIOTb nepcnektneu WI y pisHMx
chepax HauioHanbHOI 6e3neku.

LLUT oTpMMYE AyXe cynepeusinBi OUiHKHK,
ocobnmBo y cdepi HauioHanbHOI 6e3neku.
Ao npuknaay, [x. CanniBsaH, pagHuUK
Ox. bangeHa 3 HauioHanbHOI 6e3neky,
Ha3easB LUI Hanbinblwow 3arpo30t Hauio-
HanbHiIK 6e3neui CLWUA [15]. Bia3Hauumo,
WO 3@ HMHIWHBOT agMiHicTpauil 4. Tpamna
y NUTaHHaX peryntoBaHHA LI Ha nepuwe
MicLe rMoCTaB/ieHO came HauioHanbHy 6e3-
rneky Ta iHTepecu IT-iHOYCTpii, a He Kopuc-
TyBauiB (K y €C). MNMpo ue MoxHa 3pobutn
BMCHOBOK Ha ocHosBi Nnany gin CLUA woao
T [21].

LLUT TpaHchopMytoTb MixkHapoaHe 6e3ne-
KoBe cepegosuue. OgHakK, 9K MaWMHHUN
iHTenekT ue pobuTb i AKi HacnigKn UbOro
npouecy, Ma€e WMPOKUIK CreKTP OUIHOK -
Bi4 34aTHOCTI MNOCKIOBATU HaUiOHaNbHY
6e3neky A0, HaBMakuW, CTBOPEHHS HOBWUX
3arpo3. 3a HawWo OUIHKOW, ANa TUX Aep-
KaB, AKi aKTUBHO iHBECTYIOTb Y TEXHOOrIT
Ha ocHosi LI, Moro BNAMB Ha HaUiOHaNbHY
6e3neKky NpoAO0BXYE 3pOCTaTh i MpU LbOMY
CTBOPIOE K MOXJIMBOCTI, TaK i BUKJIUKMU.

o6 LI cTtaB napTHepoMm, a He npobne-
MO AN HauioHanbHOI 6e3nekn, Heob-
XiAHUN  cucteMHmn nigxiga. [lNMpuknagom
MOXHa Ha3BaTu JlabopaTopito f4ocniaXeHb
6e3nekn Ha OCHOBI LWITYYHOrO IHTENeKTy
(Laboratory for AI Security Research,
LASR). BoHa ¢pyHKUiOHYE Big KiHUs 2024 p.
y Benukin BputaHii 3aBaskn ypaaoBin iHi-
uiatTmsi Ansa 3aXUCTy Big pyWHIBHOMO BMKO-
puUcTaHHsa TexHonorin LI Bopoxummn gep-

»XaBaMu, nepepycim Pocieto. Takox LASR
cnpsMoBaHa 3'AcyBaTu, K MOXHA 3MeH-
WNTN PU3UKWN Bif, MALIMHHOIMO iHTENeKTY.
LASR aHanisye snaue LI Ha HauioHanbHy
be3sneky Ta Ma€ 3aBAaHHAM CUCTEMHO
BMBYATU, IK MO0 MOXJTIMBOCTI BUKOPUCTO-
BYIOTb Aep>XaBu-arpecopu.

YnpoBagxeHHs LWI y cdepy Hauio-
HanbHOI 6e3nekn Mae TpyaHoWwi, AKi Biag-
CYTHi B Heaep>XaBHOMY CeKTopi. 3oKkpeMa:
1) py3nKuM BULLI, @ HacnigKn HeBaaui — cep-
MO3HiWi. SKWO noMmunaka B KOMepuinHOMY
yaT-60Ti MOXe NpU3BEeCTU A0 MAYTaHUHU
4YM NeBHUX (PiHAHCOBUX BTPaT, TO NOMUJIKA
Yy 3BeAeHi po3siayBanbHin iHdopMauii -
A0 LiSIKOBUTOro nNpoBany Micii; 2) iHCTpy-
MeHTU LUI noBMHHI iHTerpysaTuncs i3 3acTa-
piMMKM cuctemammn y cdepi HauioHanbHOI
6e3nekun, fAKi, CBOED 4eprow, MOXYTb He
NiATPMMYBaTU Cy4vacHe rnporpamHe 3abes-
neyeHHs; 3) 6arato aaHux y cdepi Hauio-
HanbHOi 6e3nekn Ta 06OpPOHM € 3aKpwu-
TMMK. Ix Tpeba 3yMiTh 3aXMCTUTU Ha BCiX
eTanax XxuTtrtesoro umkny LI [20].

Cuctemn WII € guMHaMiyHMMM 3a npu-
poAdoto. ToX OAHOYaCHO 3 TeCcTyBaHHAM
Ta OUiHIOBAHHAM BOHUM NOTPebyoTb NOCTIN-
HOFO MOHITOPUHIY B TaKOMy cepefoBuLLi,
K cdepa HauioHanbHOi 6e3nekn 4epes
nNigBULLEHI PU3NKK, YYTNMBICTb, 3aKpu-
TicTb iHdopMauii. Baxnueso BbyaoByBaTu
Harnsag i3 6oky nognHn. LI He 3aMiHUTL
NPUAHATTA pilLEHHS NOAWHOK, ane Moxe
NOKpawmnTn Ta AOMNOBHUTK MNpouec yxBa-
NeHHA piweHb. Ona cdepn HauioHanbHOI
6esnekn LI Moxe 6yTWM KOPUCHUN TUM,
WO A[a€ 3MOry BiAMOBIAHWM OpraHiszauiam
NpUMMaTH pilLEHHS 3@ MEHLWIWUIM Yyac, 3MeH-
WKNTN pYTUHHY poboTy nepcoHany, nigsu-
WKMTK 06i3HaHICTb NpO CKNagHi cepeno-
BuLWa 3 6araTbMa CKIagHUKaMU.

Mepcnektuen LI y cdepi HauioHanb-
HOi 6e3neKkn y3anexHeHi Big MOEAHAHHS
iHHOBaUiT 3 06epeXHiCTo, a TaKoX BUKO-
pUCTaHHSA afanTUBHWUX CTpaTerin, 4iTKol
NiA3BITHOCTI Ta NOCTIMHOI B3aeEMOAIT MiX
nogbmn Ta WI ana edekTMBHOro pocsr-
HEeHHs uinen y cdepi HauioHanbHoOiI 6e3-
neKku.

BUCHOBKMWM. P0o3rnaa B3aEMO3B’A3KY MiX
LT Ta HauioHanbHOW 6e3neKkoto AaE 3Mory
3po6buTK BUCHOBOK NpOo hOpMyBaHHSA HOBOI
napagurmm 6e3neKoBOro MUCNEHHS, Y AKil
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LI nocTynoBO CTAa€E OAHWM i3 KJIHOYOBUX
CTpaTeriyHnx YnHHukiB. LI mae noTeHuian
3MiHIOBaTM 6anaHc cui. 3 ogHoro 6oky,
MOXXJINBOCTI, AKi BiAKPMBAE 3aCTOCYBaHHS
LI, cTBOpPOKOTL YMOBU AJ19 AKICHOMO NOCU-
NEeHHs CTIMKOCTI AepXXaBn B Takux cdepax,
Kk o6opoHa, po3Bigka, kKibepbesneka,
yrnpasniHHA KpuU3aMn Ta 3aXUCT KPUTUYHOT
iHDpacTpyKTypn TOWO. BMCOKUIN piBEHb
aBToMaTu3auii, aHaniTMKN N aaanTUBHOCTI,
nputamMaHHum LI, cyTTEBO pO3WMPIOE
iHCTpyMeHTapin 3abe3neyeHHs HaUioHaNb-
Hoi 6e3neku.

BogHoyac wWBMAOKWUMA i He[oCTaTHbO
KOHTpO/bOBaHUM po3BuTok LI Moxe He
nvuwe 3HeuiHUTW TpaauvuinHi nigxoam Ao
6e3nekun, a 1 CTBOPUTU HOBI TEXHOSOTIYHO
CKnagHi 3arpo3u. 1o Takux 3arpo3 Hane-
XaTb BuKopuctaHHa LI anga 34iMCHEeHHs
KibepaTtak, MaHinynauin iHdopMauiiHUM
MpPOCTOPOM, MoWWMpeHHSa Ae3iHdopMadii,
po3pobneHHs aBTOHOMHUX 036po€eHb 6e3
YiTKOro perynsTopHoOro KOHTpost. Y nep-
CMeKTUBi 3poCcTaE pm3unk, wo WI-texHonorii
MOXYTb BUATU 3@ MEXi Iep>KaBHOro yrnpas-
NiHHSA, NOTpanuUTU Nif4 KOHTPOJIb BOPOXUX
aKTopiB.

Y UbOMYy KOHTEKCTi ocobnmBoro 3Ha-
yeHHS HabyBae aepxxaBHa noniTuka y cdepi
HauioHaNbHOI 6e3nekn, Aka Ma€E BUKOHY-
BaTWU pEerynaTuBHY, CTpaTeriyHy M eTUYHYy
dyHkuii. Came usa nonitmka 3gaTHa cnps-
MoByBaTu po3suTok LUI y 6e3neuHnii dop-
MaT, 3abe3nevytoym 6anaHc Mix iHHOBaLinN-
HICTIO W KOHTponeM. IaeTbcsa nNpo notpeby
¢dopMyBaHHA KOMMJIEKCHOI HOPMaTUBHO-
npaBoBoi 6asn, CTBOPEHHS iHCTUTYLIN-
HOro cepefoBula ANs MOHITOPUHIY i BiA-
NOBiAANIbHOCTI, CTUMYJ/IIOBAHHSA pPO3BUTKY
BiTYN3HAHUX LUI-pilleHb, a TakoX akTUBHY
y4yacTb Y Mi>)KHapoAHOMY Aianosi woao rno-
6anbHOro perysitoBaHHA UMX TEXHONOTIN.

OTxe, edeKTMBHE MNOEAHAHHA TEXHO-
noriyHoro noteHuiany LI 3 yiTkowo apep-
YKaBHOK MONITUKOK Y cdepi HauioHanbHOI
6e3nekn € HeobxigHow yMmoBow 3b6epe-
XEHHS cyBepeHiTeTy, cTabinbHOCTI Ta CTil-
KOCTi Aep>kaBn B yMOBax LUMU(PpPOBOI TpaHC-
dopmMaduii. YcniwHe po3B’A3aHHS UbOro
3aBAaHHA nepenbayvyae He nuwe TexXHO-
NoriyHy MoJepHizauito, a M OHOBNEHHS
cTpaTteriyHoro 6ayeHHsa 6e3neku, aganTto-
BAHOro A0 BUKJIUKIB i MOX/IMBOCTEN HOBOI
undposoi fobu.
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